Ransomware:

[How organizations can ethically negotiate ransomware payments](https://www.ncbi.nlm.nih.gov/pmc/articles/PMC7575251/)

[When it comes to ransomware, sometimes its better to pay up.](https://theconversation.com/when-it-comes-to-ransomware-its-sometimes-best-to-pay-up-78036)

[Industries most likely to pay](https://www.wsj.com/articles/which-industries-are-most-likely-to-pay-ransomware-11592606176)

[Hackers Hit Hospitals in Disruptive Ransomware Attack](https://www.wsj.com/articles/hackers-hit-hospitals-in-disruptive-ransomware-attack-11603992735)

[Mounting Ransomware Attacks Morph Into a Deadly Concern – issues with paying](https://www.wsj.com/articles/mounting-ransomware-attacks-morph-into-a-deadly-concern-11601483945)

[Schools Struggling to Stay Open Get Hit by Ransomware Attacks](Schools%20Struggling%20to%20Stay%20Open%20Get%20Hit%20by%20Ransomware%20Attacks)

[Ransomware ethics course:](https://www.lynda.com/Business-tutorials/Ethics-ransomware/2823199/2262406-4.html)

* Defining data ethics
* Major data ethics privacy challenges
* Private vs. public data
* Individual and group privacy
* Who owns data?
* Using data and selling data
* Sharing data between devices

Help criminals by fixing their code?

See: [Shoddy Programming causes new Ransomware to destroy your Data](https://www.bleepingcomputer.com/news/security/shoddy-programming-causes-new-ransomware-to-destroy-your-data/)

Comments on above: [Ethics Meets Ransomware](https://www.tripwire.com/state-of-security/security-data-protection/cyber-security/ethics-meets-ransomware/)

Pyramid schemes, infect friends to save yourself? See Leg[al and ethical implications of ransomware](https://www.itproportal.com/features/legal-and-ethical-implications-of-ransomware/)

[Here's what went wrong in Baltimore ransomware attack that cost the city over $18.2 million](https://cyware.com/news/heres-what-went-wrong-in-baltimore-ransomware-attack-that-cost-the-city-over-182-million-3b6ac1a2)

[Cyber-security statistics](https://purplesec.us/resources/cyber-security-statistics/)

[Government Ransomware Guide](https://www.cisa.gov/sites/default/files/publications/CISA_MS-ISAC_Ransomware%20Guide_S508C.pdf)

[Mounting Ransomware Attacks Morph Into a Deadly Concern](https://www.wsj.com/articles/mounting-ransomware-attacks-morph-into-a-deadly-concern-11601483945)

[Schools Struggling to Stay Open Get Hit by Ransomware Attacks](https://www.wsj.com/articles/my-information-is-out-there-hackers-escalate-ransomware-attacks-on-schools-11605279160)

[**The Week in Ransomware - December 11th 2020 - Targeting K-12**](https://www.bleepingcomputer.com/news/security/the-week-in-ransomware-december-11th-2020-targeting-k-12/)

[**FOLLOWING RANSOMWARE ATTACK INDIANA HOSPITAL PAYS $55K TO UNLOCK DATA**](https://digitalguardian.com/blog/following-ransomware-attack-indiana-hospital-pays-55k-unlock-data)

Toledo attack:

[Privacy nightmare for Toledo Public Schools: Hackers dumped student and employee data](https://www.databreaches.net/privacy-nightmare-for-toledo-public-schools-hackers-dumped-student-and-employee-data/)

[**Toledo Public Schools admits district suffered ransomware attack**](https://www.toledoblade.com/local/education/2020/11/05/toledo-public-schools-admits-district-suffered-data-breach/stories/20201105138)